
1 
 

 

 

 
 

 

Multi-Factor Authentication 

In Spring 2017, Fordham IT implemented Multi-Factor Authentication (MFA) to provide 
an additional layer of security to the online accounts of Fordham users. All Fordham 
users are required to set up MFA for their online accounts in order to log in. 
 
 
The added security is provided by MFA through the verification of a user-owned 
device, typically a smartphone, in addition to a user name and a password. Please 
watch this video to learn about how to set up multi-factor authentication. The setup is 
one-time only. The complete MFA user guide is available on the university web site. 
 
In addition to using smartphone as your verification device, you may also choose to 
use a tablet, a regular cell phone, a landline phone, or even a hardware token. To 
learn about these options, please visit Fordham MFA web page. 
 
 
Need Help or Have a Questions? 
Fordham IT Customer Care (ITCC) can assist you with MFA setup if you run into issues 
or have any questions or concerns. They can be reached via email at 
facultyhotline@fordham.edu and phone at (718) 817-3999. 
 
 
Gabelli IT Contact Information 
Lincoln Center: 140W Building 344, Phone: 646-868-4085 
Rose Hill: Hughes Hall 104B, Phone: 718-817-2045 
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https://spark.adobe.com/video/Y048R1832FUVS
https://drive.google.com/file/d/0B4gMXIIFp8LUWFdkVHZVa2I0MWs/view
https://www.fordham.edu/mfa_duo
mailto:facultyhotline@fordham.edu

